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Name of company(s) cove.red by this certi fication· /\TS Mobile Telephone, Inc 

form 499 r:i lcr ID· 820 I ~ () 

Name of signatory: Frank Ri7.7.\lto 

Title of signatory· President 

I, Frnnk Ri:..z1110, c.crtify 1ha1 J am a11 ol1ice1 of 1l1" wmpany named above, and acting as 
an agent of the company, that I have personal knowledge that. I.he comrany has established 
operating procedures that arc adequate to ensure conw liaac.: with 1he Commission's CPNL rules. 
Sc:.- ·17 C.P.ll § 64.200 I <:/ S<:<j 

Attached to this certification i~ an accompanying statement explaining how the 
company's procedures ensure that the company is in compliance with the requirements set forth 
'in section 64.2001 ct seq. of the Commission's m ies 

Companies must repon on any ir1fonnalion that they have wilb respect to lhe pro~'esses 
pretex.ters are using to attempt to access CPNI, and what steps companies are taking to protect 
CPN1. Our Company bas not.rakcn any actions (proceedings iasti1uted or petit ions tiled by a 
company at either state commissions. the coun system or at the Commission) agaios1 data 
brokers in the past year. No pretexters have attempted lbr access our CPNI. 

The company has not received any complaints in the past year concerning the unauthorized 
release of CPNl. 

Frank Rizzuto 



Statcn1cnt Regarding CPNL Ruic CompJja11cc 

Tbc opcratiug procedures of .Filer ensure Lhal the company complies with Part 64, st\Ction 
200 I et.seq. of the FCC mies governing the use of CPNT 

l:'ilcr has adopted a CPNJ procedure manual which is required reading for ;d i emvloyees 
which have acce$s to CPNT The CPNT procedure manual provides that CPNl inforn1atio11 is not 
lo be released to any person except in accordance with the steps outlined in the CPNI procedure 
manual The CPNr manual farther provides that violation ofCPNI polices wi ll result in 
di~cipl inary action, which could include employment tennination Our company has designated a 
CPNI compliance officer who periodica lly reviews l.PNT compl iance ru les with persons who 
have access to CPNJ. The CPNf procedure manual is approximately twenty-six (26) pages long 
nnd would be provided to the Commission upon rcquust Filer would pl'Oder to keep the CJ>NJ 
procedure rnanuul as confidential as a safeguard against review by pretexters 

ri ler has established a system hy which the status ofa customer's ~ pprovnl for the use of Cl'NI 
can be clearly established prior to the use or CPNI. r or td ephone or on line CPNI access these 
·proee<l11rcs include lhc use of passwords/I' I Ns establ ished aficr the identity or the calk:r has been 
verilic<l: the use of mail delivered tO the customer's address ofr'ecord; and/or a call by our 
company ro the nu111ber or record and subS¢<1ucn1 identity veri fication via account specific 
information contain&! on Lhe last company bi ll (such a~ amount due, amount of last J)ayment , or 
other non-public account information) for rntai l location CPNI access wt: require a valid photo 
LO (a government irnied personal ident ifi cation such as a cl river's license or passpon, or 
comparable LD) which matches the name on the accoum The Company relies on the 
involvement of its supervisory/management to ensure that u~e of CPNI complies with appl icable 
rule~ iincl ltlw. 

£'Lier's procedure is that a customer is noti fied immediately when a passworcl, customer response 
to a back-up autheru icat ion means for lost/forgollt)n passwords. online account, or address of 
recorcl is created or changed. 

l:'ilcr's procedure requires that customers opt-in before CPNI is used by third parties to market 
services. Ilowever, at this time, our company does nor urilize CPNl in marketing cnnipaigns 

·Filer's procedure is that within seven (7) days of discovery of an unauthorized release ol'CPJ\IJ 
we send an electronic not.ice LO the United State.s Secret Service (USSS) and the Federal Bureau 
ofTnvestigation (FB.1). Unless either of these agencies reques1s that we postpone notilying the 
subNcriber, the subscriber will be notified about the unauthorized release of CPNT within seven 
(7) days after law enforcement not ificalion. in exceptional cases, we will notify the law 
enfurcement agencies of our desire to noiify more promptly the subscriber about. an unauthorized 
CPN! disclosure. Filer maintains a log of unauthorized use of CP1..,fL Upon occurrence of a CPNl 
breach the log will include the date of discovery. notification to law enforcement, description of 
the breach, circumstances Qf the breach and a s.upen•isor's signature and date This Jog is 
maintained for a minimum of two years 


